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	Go Live Prep:
	

	1. 3 x training sessions:
	

	a. Community Pharmacy VDI login instructions (Read document).
	

	
	

	b. Community Pharmacy TURAS Care Portal Recorded Presentation.
	

	
	

	c. TURAS: Safe Information Handling Module (to be refreshed every 3 years)
	

	
	

	2. Read Data Protection Impact Assessment document (DPIA)
	

	
	

	3. Read and sign-off Information Sharing Agreement (ISA)
	

	
	

	a. Add pharmacy details and complete ICO Registration field in section 1
	

	
	

	b. Sign-off required at pharmacy and individual level
	

	
	

	c. Return sign-off forms to Community Pharmacy Services Office by email to nhsh.cpsoffice@nhs.scot
	

	
	

	4. Complete the Community Pharmacists Care Portal agreement form  and send by email to Community Pharmacy Services Office nhsh.cpsoffice@nhs.scot.
	

	
	

	5. Email Community Pharmacy Services Office at nhsh.cpsoffice@nhs.scot to confirm all necessary documents signed off and sent in. 
	

	
	

	
	

	Technical Use of Care Portal:
	

	
	

	1. Employ all available technical tools to ensure data security e.g. strict password protection, screen lock etc.
	

	
	

	2. Do not allow any other member of staff to use your NHS HIghland Network account/Care Portal access
	

	
	

	3. Never copy information or documents from Care Portal onto the pharmacy PC, laptop or mobile storage device.
	

	
	

	4. Log out of Care Portal at the end of every session.
	

	
	

	5. Disconnect from the Virtual Desktop Infrastructure (VDI) immediately after each use.
	

	
	




	Clinical Use of Care Portal:
	

	1. You have a duty of confidentiality to all individuals.
	

	
	

	2. Consent must be attained verbally from the patient every time Care Portal is to be accessed. 
	

	
	

	3. When asking for consent, be clear what access is being requested and for what purpose.
	

	
	

	4. You must be able to demonstrate compliance with GDPR and Caldicott principles:
	

	a. Print, display and draw attention to the NHS Highland Care Portal patient notice.
	

	
	

	b. If required, make the NHS Highland Data Protection Notice available to any patient. A copy can be found here.
	

	
	

	c. Only access the minimum dataset required to deliver patient care.
	

	
	

	d. Only display information on screen for as long as required to fulfill the purpose. If appropriate, move to an alternative PC, e.g., the consultation room.
	

	
	

	
	

	
	

	5. You are responsible for the implementation of any actions identified as part of any process or system audit review. 
	

	
	

	6. If a patient employs their right to rectification regarding demographic information, have them contact their GP Practice. 
	

	
	

	7. If a patient employs their right to rectification regarding their medication, contact the GP to discuss. The patient information should be updated by GP or pharmacy, depending on the outcome.
	

	
	

	8. If a patient is requesting access to information in Care Portal for their own knowledge, not about the care you are providing, (e.g. pending test results) then they should be referred to the GP practice.
	

	
	

	9. If you are leaving the area or moving to another pharmacy within the Board, you are required to update your details by notifying the Community Pharmacy Services Office at nhsh.cpsoffice@nhs.scot 
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